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Chiffrement des ordinateurs portables

D'une manière générale, nous préconisons l'utilisation des librairies de chiffrement natives au
système d'exploitation

Système Windows (8 et 10)

Activation de Bitlocker

MacOS X (>=10.x)

Activation de FileVault2

Linux

Activation de dm-crypt + LUKS

Il n'est pas possible de configurer dm-crypt sur un ordinateur déjà installé car cela nécessite un
formatage du volume que l'on souhaite chiffrer ! Il faut donc activer dm-crypt lors de l'installation
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